
 

Privacy Policy 

 

 

This website is provided and controlled by AVIN INTERNATIONAL LTD (“us”, “we” or 

“our”) of Ajeltake Island Majuro, Marshall Islands with a registered office in 12a Irodou 

Attikou str., Marousi, Greece. This Privacy Policy (the “Policy”) and the Terms of Use set 

out the basis on which any personal data we collect from you, or that you provide to us, 

will be processed by us. 

Read the following carefully, since by visiting this website you are accepting and 

consenting to the practices described in this Policy. Our website is intended for a general 

audience, however we do not knowingly collect personal data about any person under 

the age of 18. 

 

Collection of Personal Data 

• Information you give us. We may collect information about you when you use 

interactive features of our website or correspond with us by phone, email or 

otherwise. This includes information you provide when you enquire about our 

services or apply for a Ship Board job opportunity by sending your CV via email. 

The information we collect may include your name, mailing address, e-mail 

address, phone number, date of birth, contact preferences, education details and 

employment details and other information that you voluntarily provide. 

• Information we collect about you. With regard to each of your visits to our site we 

will automatically collect certain technical information about your computer or 

device, which may include [the Internet protocol address used to connect your 

device to the Internet, your time zone, your operating system and platform]. 

• Information we receive from other sources. This is information we receive about 

you if you apply for a Shore Based job through a third party recruitment portal. 

 

Use of Personal Data 

We use your personal data in the following ways: 

• to respond to queries that you submit and to provide you with goods and 

services that you request from us 

• to provide you with information about other goods and services we offer that are 

similar to those that you have already purchased or enquired about 

• to assess your suitability for employment 

• to ensure content from our site is presented in the most effective manner for you 

and your computer 

• for internal/administrative purposes, such as data analysis and to research and 

improve our management systems. 

 



Disclosure of your Personal Data 

You agree that we have the right to share your personal data with: 

• members of our corporate group 

• selected third parties including business partners, suppliers and subcontractors 

for the performance of any contract we enter into with you. 

We will disclose your personal data to third parties: 

• in the event that we sell or buy any business or assets, in which case we will 

disclose your personal data to the prospective seller or buyer of such business or 

assets 

• if we or substantially all of our assets are acquired by a third party, in which case 

personal data held by us about our customers will be one of the transferred 

assets or 

• if we are under a duty to disclose or share your personal data in order to comply 

with any legal obligation, or in order to enforce or apply our terms of use; or to 

protect the rights, property, our safety or that of our customers or other persons. 

This includes exchanging information with other companies and organisations for 

the purposes of fraud protection and credit risk reduction. 

 

Protection of Personal Data 

The protection of your personal data is imperative to us AND IS ALWAYS SECURED BY 

THE APPLICABLE LAW. We respect your right to confidentiality and we take precautions 

including technical, operational and physical measures to protect your personal data 

against loss, theft, and misuse, as well as against unauthorized access, disclosure, 

alteration, and destruction. The personal data you voluntarily submit is visible to our 

shore-based personnel. You are responsible for the personal information you choose to 

submit in these instances. 

 

Cookie Statement 

We use cookies to ensure we give you the best experience on our website. Cookies are 

small text files that are placed on your computer by websites that you visit. They are 

widely used in order to make the website work, or work more efficiently, as well as to 

provide information to us. This information is collected by the users’ browser (Service 

Provider, IP address, browser type, operating system, websites previously visited, time of 

the server enquiry) and cannot be credited to a specific user, therefore no personal 

identification can be registered by our systems. The user remains anonymous. 

If you do not agree with the terms herein please do not use this website, or adjust your 

browser settings and/or delete the cookies placed by the website. 

 

Access to Personal Data 

You may have the right to request access to your personal data under applicable laws. To 

exercise this right, please contact us by email at avin@avin.gr. 

 

Careers 

By submitting personal data onto this site you confirm that you have read this statement 

and understood how your data will be used and stored, and you consent to it being 

processed in the manner described in this statement. By creating a Job Profile, you 

acknowledge and agree that the information you submit is complete and correct to the 
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best of your knowledge. Providing false information in the creation of your Job Profile or 

during the application process will lead to your rejection or termination. 

 

Third party links 

Our site may contain links to third party sites such as recruitment portals. If you follow a 

link to any of these websites, please note that these websites have their own privacy 

policies and terms of use and that we do not accept any responsibility or liability for 

these policies. Please check these policies before you submit your personal data to these 

websites. 

 

Where we store your personal data 

The personal data that we collect from you may be transferred to, and stored in, a 

destination outside of the European Economic Area (“EEA”). It may also be processed by 

staff operating outside the EEA who work for us or for one of our suppliers. This includes 

staff engaged in, among other things, recruitment and order fulfilment. By submitting 

your personal data, you agree to this transfer, storing or processing. We will take all steps 

reasonably necessary to ensure that your data is treated securely and in accordance with 

this Policy. 

 

Changes to our Privacy Policy 

We reserve the right to amend this Policy at any time by posting a copy of the updated 

Policy on this website. Please check back frequently to see any updates or changes to this 

Policy. 

 

Contact Details 

If you have any questions or concerns about our Privacy Policy, please 

contact avin@avin.gr 

 

Effective Date: 13 March 2017 
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